can you spot the PHISHing email?

www.uta.edu/security

To All Employees,

On Sunday (May 22nd) we will be applying a critical patch on one of our servers, which will require downtime as the patch is applied and the servers reboot.

During this time network access will be intermittent as tasks are accomplished. All personnel need to be logged out of their computers to ensure that no data loss occurs before they leave for the weekend. If you forget to logout, we will manually log you out at 5:30 on Friday to prepare for the weekend server patching.

If there are any questions, please don’t hesitate to ask.

- From IT Department

Phishing (fish-ing): a form of social engineering involving legitimate looking emails attempting to acquire information (usernames, passwords, credit card details) to gain access to systems or for identity theft.

Answer: E-Mail #2